SMART GLOBAL HOLDINGS, INC.
PRIVACY POLICY

This Privacy Policy describes how we collect, use and share your personal information if you visit our website at www.sghcorp.com, www.smartm.com, or any other website to which we post this privacy policy (the “Sites”), use our online services through a customer administrator account, or receive and respond to our communications. For convenience, we refer to the Sites and our other services collectively as the “Service.”

SMART Global Holdings, Inc. or our subsidiaries (collectively, “SGH”) may provide business-to-business services that require us to process personal information that we receive from our business customers on their behalf. This Privacy Policy does not apply to any information that we handle on those customers’ behalf. You should contact the relevant customer and/or consult its privacy policy if you have questions, concerns, or requests regarding such personal information.

By using the Service, you agree to the collection, use, and disclosure of your information as described in this Privacy Policy, and agree to the SGH Web Terms of Use which are incorporated by reference. If you do not agree, please do not access or use the Service.

California Notice of Collection of Personal Information: SGH collects personal information listed below under “Personal Information We Collect” for the purposes described under “How We Use Your Personal Information.” To learn more about your California privacy rights, please scroll down to “Notice to California Users.”
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1. **Personal Information We Collect.**

There are several ways we may obtain information about you, including through (A) information you give us; (B) information we receive from third parties; and (C) information that we automatically collect. This includes data that identifies you personally whether directly (i.e., your name) or indirectly (i.e., information about your online use).

A. **Information you give us.**

Personal information you may provide through the Service or otherwise communicate to us includes:

- **Contact details.** When you contact us through the Service, register for an account on our website, or otherwise communicate with us, we may collect information such as the username and password you establish, your first and last name, business email and mailing addresses, business phone number, professional title, and company name.

- **Correspondence.** We may collect information about you when you request information from us or otherwise correspond with us.

- **Job-Related Information.** We may collect your CV or resume, including professional and employment related information you may email us in connection with job offerings on our Sites.

- **Product interests.** If you contact us regarding one of our products, we may collect the information you provide to us relating to your product interests.

- **Event information.** If you register for or participate in our events, we may collect the information you provide to us in connection with the event.
• Other information. We may collect other information from you that is not specifically listed here. We will use such information in accordance with this Privacy Policy.

B. Information we get from third parties.

We may receive personal information about you from third parties (e.g., trade shows at which we are present, joint marketing partners, or a representative of your employer). We may add this information to the other information about you we have already collected, and will handle such information in accordance with this Privacy Policy.

C. Information automatically collected.

Our servers and third party service providers may automatically record certain information about how you use the Service, such as your Internet Protocol (IP) address, domain name, device and browser type, operating system, Internet service provider, referring/exit pages, the pages or features of the Service that you browse and the time you spend on those pages or features, the frequency with which you use the Service, links that you click on or use, and other statistics. We collect this information in server logs and by using cookies and similar tracking technologies.

We may also use session replay software, which collects information about your interaction with the Service, including keystrokes, mouse movements, and form field entries, and may monitor your interactions with the Service, including for our compliance verification purposes.

D. Combination of Information

We may combine the information we receive from and about you, including information you provide to us and information we automatically collect through our Service, as well as information collected offline, across other computers or devices that you may use, and from third party sources.
2. **How We Use Your Personal Information.**

We use your personal information for the following purposes and as otherwise described to you in this Privacy Policy or at the time of collection:

A. To provide the Service.

We use your personal information:

- to provide, operate, and improve the Service;
- to communicate with you regarding the Service, including by sending you announcements, updates and support, and administrative messages;
- to understand your needs and interests, and personalize your experience with the Service;
- to respond to your requests, questions, and feedback related to the Service or the company if you have contacted us as an investor;
- to process job applications if you have submitted an application to us.

B. For research and development.

We analyze how our users use the Sites to study trends and users' movements around the Sites, gather demographic information about our users and customers, improve the Service, and develop new products and services.

C. To send you product and event information.

We may send you information regarding our products or future events that you may be interested in.

D. To create anonymous data.

We may create aggregated and other anonymous data from our users’ information. We may use this anonymous data and share it with third parties to understand and improve our Service and for other lawful business purposes.
E. For compliance, fraud prevention, and safety.

We may use your personal information as we believe appropriate to (a) protect our, your or others’ rights, privacy, safety, or property (including by making and defending legal claims); and (b) protect, investigate, and deter against fraudulent, harmful, unauthorized, unethical, or illegal activity.

F. For compliance with law.

We may use your personal information as we believe appropriate to (a) comply with applicable laws, lawful requests, and legal process, such as to respond to subpoenas or requests from government authorities; and (b) where permitted by law in connection with a legal investigation.

G. With your consent.

In some cases we may ask for your consent to collect, use or share your personal information, such as when required by law.

3. How We Share Your Personal Information.

We may share the personal information we collect from and about you as described below.

A. Affiliates.

We may share your personal information within the SGH family of companies, including our parent company, subsidiaries, and affiliates, for use consistent with this Privacy Policy.

B. Service providers.

We may share your personal information with third party companies and individuals as needed for them to provide us with services that help us with our business activities and to provide the Service, such as customer support, hosting and storage, website analytics, marketing and legal, and other professional advice.
C. Business partners.

We may share your personal information with our business partners who jointly offer a service or co-sponsor promotions or events. We do not control how these business partners handle your personal information, which is governed by their own privacy policies. If you have questions about our business partners’ privacy practices, we encourage you to contact them.

D. Legal Obligations; Safety.

We may access and disclose your personal information to respond to subpoenas, judicial processes, or government requests and investigations, or in connection with an investigation on matters related to public safety, as permitted by law, or otherwise as required by law. We may disclose your personal information to protect the security of our Service, servers, network systems, and databases. We also may disclose your personal information as necessary, if we believe that there has been a violation of our Terms and Conditions, any other legal document or contract related to our services, or the rights of any third party.

E. Sale or Transfer of Business or Assets.

We may sell or purchase assets during the normal course of our business. If another entity acquires us or any of our assets, personal information we have collected about you may be transferred to such entity. In addition, if any bankruptcy or reorganization proceeding is brought by or against us, such personal information may be considered an asset of ours and may be sold or transferred to third parties. Should such a sale or transfer occur, we will use reasonable efforts to try to require that the transferee use personal information provided through the Service in a manner that is consistent with this Privacy Policy.

F. Aggregate or Anonymous Non-Personal Information.

We may also share aggregate, anonymous, or de-identified non-personal information with third parties for their marketing or analytics uses.
G. Other.

We also may share your information as disclosed to you at the time of collection.

4. Your Choices

A. Access, update, correct, or delete your information.

Individuals may review, update, correct, or delete the personal information in their registration profile by contacting us at privacy@sghcorp.com. When we delete any information, we will delete it from the active database but copies may remain in our archives and we may also retain it for fraud prevention or similar purposes. If you request deletion of your personal information, we may be unable to provide the Service or some features of the Service to you.

B. Opt out of marketing.

You may opt out of marketing-related emails by following the unsubscribe instructions in the email. You may continue to receive non-marketing emails.

5. Cookies and Similar Technologies.

Our servers and third party service providers may automatically record certain information about how you use the Site. We collect this information in server logs and by using cookies and similar technologies.


Some web browsers transmit “do-not-track” signals to the websites you visit. However, we do not recognize or respond to these signals.

Other Important Privacy Information

7. Third Party Sites and Services.

The Service may contain links to other websites and services operated by third parties. These links are not an endorsement of, or representation that we are affiliated with, any third party. We do not control third-party websites,
applications or services, and are not responsible for their actions. Other websites and services follow different rules regarding their collection, use and sharing of your personal information. We encourage you to read their privacy policies to learn more.

8. **Security.**

The security of your personal information is important to us. We employ a number of organizational, technical and physical safeguards designed to protect the personal information we collect. However, security risk is inherent in all internet and information technologies and we cannot guarantee the security of your personal information.

9. **International Data Use.**

International data use. We are headquartered in the United States and have affiliates and service providers in other countries, and your personal information may be collected, used, and stored in the United States or other locations outside of your home country. Privacy laws in the locations where we handle your personal information may not be as protective as the privacy laws in your home country.

10. **Children.**

The Service is not directed at, and we do not knowingly collect personal information from, anyone under the age of 16. If we learn that we have collected personal information from a child under age 16, we will attempt to delete that information as soon as possible.

11. **Changes to this Privacy Policy.**

We reserve the right to modify this Privacy Policy at any time. If we make changes to this Privacy Policy we will post them on the Sites and indicate the effective date of the change. If we make material changes to this Privacy Policy we will provide appropriate notice to you.
12. How to Contact Us.

SMART Global Holdings, Inc.
c/o SMART Modular Technologies, Inc.
39870 Eureka Drive
Newark, CA 94560
USA
Privacy@sghcorp.com


The following applies to individuals in the European Economic Area or the United Kingdom.

A. Controller.

SMART Global Holdings, Inc. is the controller of your personal information covered by this Privacy Policy for purposes of European and UK data protection legislation.

B. Legal bases for processing.

Our legal basis for processing the personal information described in this Privacy Policy will depend on the type of personal information and the specific context in which we process it. We process your personal information based on:

- Necessity to perform a contract or in order to take steps at the request of the data subject prior to entering into a contract: we process certain personal information, such as what is described in Contact Details, Correspondence, and Event information, in connection with transactions or the sale of our products and services to our customers and performing our contractual obligations;

- Legitimate Interest: we process certain personal information such as Event Information, Correspondence, Contact Details, and Product Interests for our legitimate interest such as to market our products and services, or develop and improve our products and services, or in connection with a business transfer. We rely on our legitimate interests except where such interests are overridden by the interests or fundamental rights and freedoms of the data subject which require protection of personal data; and
• Consent: we may process certain personal information based on your consent. If we rely on consent, we will only process the personal information in accordance with the consent. In addition, you can withdraw you consent at any time by contacting us at Privacy@sghcorp.com. The withdrawal of consent shall not affect the lawfulness of processing based on consent before its withdrawal.

If you have questions about the legal basis of how we process your personal information, contact us at Privacy@sghcorp.com.


We retain personal information where we have an ongoing legitimate business need to do so (for example, to provide you with a service you have requested; to comply with applicable legal, tax or accounting requirements; to establish or defend legal claims; or for fraud prevention). When we have no ongoing legitimate business need to process your personal information, we will either delete or anonymize it or, if this is not possible (for example, because your personal information has been stored in backup archives), then we will securely store your personal information and isolate it from any further processing until deletion is possible.

15. Your rights.

European and UK data protection laws give you certain rights regarding your personal information (for this purpose, we follow the definition of personal data in the European and UK data protection laws). You may ask us to take the following actions in relation to your personal information that we hold:

• Access. Provide you with information about our processing of your personal information and give you access to your personal information.
• Correct. Update or correct inaccuracies in your personal information.
• Delete. Delete your personal information.
• Transfer. Transfer a machine-readable copy of your personal information to you or a third party of your choice.
• Restrict.Restrict the processing of your personal information in certain circumstances.
16. **Cross-Border Data Transfer.**

If we transfer your personal information from the European Economic Area or the United Kingdom to a country outside of it and are required to apply additional safeguards to your personal information under European or UK data protection legislation, we will do so, for instance by entering into standard contractual clauses for the transfer of data as approved by the European Commission or the UK Information Commissioner’s Office. Please contact us for further information about any such transfers and the safeguards applied.

17. **Notice to California Users.**

The California Consumer Privacy Act of 2018 (“CCPA”) provides California residents with specific rights regarding their personal information. In addition to our Privacy Policy, the following further describes your CCPA rights and explains how to exercise those rights. This notice applies to personal information collected through our Sites and Service, as well as any collection of personal information offline at our facilities in California.

18. **Managing Your Data.**

- We do not sell your personal information.
- We may collect, process, store, and disclose your personal information for a disclosed business purpose such as recruitment or investor relations. In the preceding twelve (12) months, we have collected the following categories of
personal information directly from consumers or from a representative of their employer for a business purpose as described above under “How We Use Your Personal Information:”

- Contact information that includes identifiers such as your first and last name, business entity name, address, e-mail address, and telephone number.
- Professional or employment-related information if you have contacted us about a job offering posted on our Sites.
- Inferences derived from the above.
  - We shared this information with affiliates and service providers as detailed above under “How We Share Your Personal Information.”

- When we disclose personal information for a business purpose, we enter into a contract that describes the purpose and requires the recipient to both keep that personal information confidential and not use it for any other purpose.

- You have the right to:
  - Request that we disclose certain information to you about our collection and use of your personal information over the past 12 months. Once we receive and confirm your request, we may disclose to you:
    - The categories of personal information we collected about you.
    - The categories of sources for the personal information we collected about you.
    - Our business or commercial purpose for collecting or selling that personal information.
    - The categories of third parties with whom we share that personal information.
    - The specific pieces of personal information we collected about you (also called a data portability request).
  - Delete your personal information that we hold, unless we are legally required or permitted to retain it.
Please contact us via email at Privacy@sghcorp.com or via direct mail to our postal address provided above for more information or to exercise a request regarding your California data rights. We may take steps to verify your identity before responding to your requests to know or delete your personal information by asking questions about your interactions with us.

As a California resident, you have the right to designate an agent to exercise these rights on your behalf. We may require proof that you have designated the authorized agent to act on your behalf and to verify your identity directly with us. Please contact us at Privacy@sghcorp.com for more information if you wish to submit a request through an authorized agent.

We will not discriminate against you for the exercise of the privacy rights conferred by the CCPA. We hereby inform you that if you exercise any of your rights under the CCPA we may not deny you goods or services for that reason, or subject you to different prices than those paid by other consumers, except to the permitted under the CCPA.